
 

Edi ts recommended 

BP 3720  Computer and Network Use  
 
Reference:  

Education Code Section 709 02;  
17 United . States . Code. Section 101 et seq.;  
Penal Code Section 502,  
Cal. Const., Art. 1 Section 1;  
Government Code Section 3543.1(b)  

 
Employees, trustees, and students who use District computers and networks and the 
information they contain, and related resources have a responsibility not to abuse those 
resources and to respect the rights of others. The President of the College shall establish 
procedures that provide guidelines to students and staff for the appropriate use of information 
technologies. The procedures shall include that users must respect software copyrights and 
licenses, respect the integrity of computer-based information resources, refrain from seeking to 
gain unauthorized access, and respect the rights of other computer users.  
 
 
 
See Administrative Procedure #3720  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 



 



 Copyrights - In addition to software, all other copyrighted information (text, images, 



Abuse of Computing Privileges - 



person on the basis of race, religion, creed, color, national origin, ancestry, disability, sex (i.e., 
gender), marital status, sexual orientation. No user shall use the District network and computer 
resources to transmit any message, create any communication of any kind, or store information 
which violates any District procedure regarding discrimination or harassment, or which is 
defamatory or obscene, or which constitutes the unauthorized release of confidential 
information. 

 
Disclosure  

No Expectation of Privacy - The District reserves the right to monitor all use of the 
District network and computer to assure compliance with these policies. Users should be 
aware that they have no expectation of privacy in the use of the District network and 
computer resources. The District will exercise this right only for legitimate District 
purposes, including but not limited to ensuring compliance with this procedure and the 
integrity and security of the system.  

Possibility of Disclosure - Users must be aware of the possibility of unintended 
disclosure of communications.  

Retrieval - It is possible for information entered on or transmitted via computer and 
communications systems to be retrieved, even if a user has deleted such information. 

Public Records - The California Public Records Act (Government Code Sections 6250 et 
seq.) includes computer transmissions in the definition of “public record” and nonexempt 
communications made on the District network or computers must be disclosed if 



Amended by the Board of Trustees:  December 8, 2015 
Amended by the Board of Trustees:  November 10, 2009 
Amended by the Board of Trustees:  November 14, 2006,  
Approved by the Board of Trustees:  December 11, 2001 
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